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Cyber Security

Application of cryptography in real-world situations

Offensive solutions to defend the malware attacks

Vulnerability assessment, and source code analysis

Machine Learning

Exploring the scope of explainable AI (XAI)

Fuzzy logic for predictive analytics

Biometrics (fingerprints)

Security in Metaverse & XR
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Applications of fingerprints for biometric data protaction, and information security

Visual hash for secure data embedding (Hybrid Fingerprint Orientation Map)

Dynamic key-pair generation for identical inputs:

to overcome frequent password updates

for dynamic data encryption

Enhanced authenticity at co-working spaces, and educational institutes

A better machine learning classifier based on fuzzy logic

Overcomes multi-class data imbalance 



FVC 2000 database [1] for data security [2] and individual identification [3].

The ensemble learners like Random Forest [4] and Gradient Boost [5]

Dataset balancing with Synthetic Minority Oversampling Technique (SMOTE) [6]

Min-cut Max-flow [7] optimization

Asymmetric and symmetric ciphers like DES-L [8]

Data embedding matrices like QR Code [9]

Adaptive fingerprint detection based on the image intensity & gradients [10]















ge enhancement with fingerprint image quality analysis,” Image and Vision Computing, vol. 24, 2006.




